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The Policy Manager console provides an interface for centralized security management of controlled nodes in the network.

S e C u r e Policy Manager can be run on Windows and Linux platforms. It gives administrators a centralized tool to organize the network into logical
blocks to share policies, install security software, and distribute specific policies to controlled nodes.
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ABOUT WITHSECURE BUSINESS SVUITE: USE POLICY MANAGER FOR:

* Control of the entire IT environment with one universal tool. WINDOWS VIRTUAL  Centralized management;
: : WORKSTATION ENVIRONMENTS .
 Advanced management functions even for complex environments. Client Security Scaning and « Automatic updates management;
» Complete, uncompromising protection for business security. Premium Reputation Server » Scanning in real time
 Performance and scalability for companies of all sizes and structures. \ / * Manual scanning;
* Reliable security that allows you to focus on your core business. ?EE&IG\EE « Spyware control;
. : . . LINUX .
* Optimized performance for virtual and cloud environments due to scan offloading. Linux Security —> 5 SERQ/ER » Quarantine management;
erver Security
* Proven best security for your business year after year. Premium  Management of the firewall security level;
e Solution designed to have minimal impact on system performance.  Management of the firewall rules;
e Ease of use, updates and purchases. COMPUTERS WORKLOADS « Management of the firewall service;
Client Security Scanning and
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* Web content control;

* Alert sending.

Protection from Internet threats YO U CAN U S E PO L I CY
MANAGER FOR:

. | * Getting a centralized view of endpoints and I I
ocking new threats with
common rules warnings about vulnerabilities;

IT ANALYSIS. BUSINESS INSIGHT.

Detection and blocking of , _
@ suspicious activity and ransomware Q Global tracking of malware behavior
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e Definition and distribution of security policies;
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Ransomware protection and

data destruction prevention policies and centralized control.
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