
 › Compliance with the 
growing number of global, 
national and industry 
regulations regarding 
data protection and 
confidentiality 

Enforced watermarking 
in case of suspicious 

activity (e.g., printing of a 
confidential document).

Manual and automated 
classification (labeling) 
according to policies. 

 › Identification, classification 
and protection of 
confidential data on 
different platforms, devices 
and in the cloud 

 › Fully customizable solution 
designed to meet your 
current and future business 
needs 

Forta’s Boldon James — Ensure data safety
and regulatory compliance 

KEY FEATURES:

Business-oriented
data classification
for users 

Customizable individual labels 
for departments and individual 

employees.

Visual labels for the Office suite 
and all PC files, as well as data 

stored on SharePoint.



Data classification
with Forta’s
Boldon James 

fortra@bakotech.com 

FORTA’S BOLDON JAMES: USE CASE SCENARIOS   

 › Classification at the request of legislators, regulators, auditors

 › Preparation to implement the correct document management system: document classification to 
create more accurate data detection and protection policies 

 › Increasing confidential information detection accuracy in the existing DLP system and reducing 
the number of false positives

 › Implementation of a corporate label-based classification system (service labels): tagging files and 
emails with the ability to control their transmission inside the company

Increased employee 
engagement and 
responsibility in 

regard to working with 
documents.

Shows the level of 
internal policies and 

regulatory compliance 

Improves users’ trust in 
the information security 
service

Changing the screening 
for the search for 

confidential information 
and the promotion of 

security

Reduces the number 
of errors and false 
positives of the DLP 
system

Increases user 
awareness about 
information security 
policies 


